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1 Discussion
See S2-204833

2	Proposal
It is proposed to agree the following update on solution 7.
               ******* start of 1st change ********
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This solution addresses the Key Issue #1: Discovery of Edge Application Server. This solution is applicable for both Session Breakout Connection Model and Multiple PDU sessions Connection Model defined in clause 4.2.
In this solution there are three aspects. 
The first aspect is for Multiple PDU sessions Connection Model how to select the SMF to establish a different PDU Session towards the Edge Hosting Environment. When same S-NSSAI and DNN combination is be used for both Edge DN and central DN it is not enough to use just S-NSSAI and DNN combination to select the SMF. In this solution the requested DNAI in the AF request information is further provided to AMF by the UDR via the AM-PCF so the AMF performs SMF selection and take the requested DNAI as additional input parameter. The AF request information is stored in the UDR as DataSet "Application Data" and Data Subset "AF traffic influence request information" as described in TS 23.502 [3]. If the SMF determines that it cannot support the requested DNAI it may use mechanism for SSC mode 2/3 as defined in clause 4.3.5.1 or 4.3.5.2 in TS 23.502 [3].to reactivate the PDU Session with the same S-NSSAI and DNN combination then the AMF can reselect a SMF supporting the requested DNAI.
NOTE 1: The first aspect of this solution is complementary with solution 1 in which different S-NSSAI and DNN combinations are used for different Edge DN(s) and central DN.
The second aspects is for Session Breakout Connection Model how to route the DNS query via I-UPF towards the Edge Hosting Environment. it is assumed DNS Resolver is deployed in Edge Hosting Environment. The DNS Resolver is used to determine whether the DNS request is handled by local DNS server  in the Edge Hosting Environment or by authoritative DNS server outside of the Edge Hosting Environment.
The Application Functions uses AF influence traffic mechanism to activate the traffic routing towards the Edge Hosting Environment. The AF request information is stored in the UDR as DataSet "Application Data" and Data Subset "AF traffic influence request information" as described in TS 23.502 [3]. In this solution the UDR notifies AM-PCF about the AF traffic influence request information and AM-PCF further sends the AF traffic influence request information to AMF. So the AMF can select SMF or I-SMF based on the requested DNAI(s).
Editor's note:	It is FFS why the AMF would need the DNAI to select a (I-)SMF whereas in Rel-16 it can select the (I-)SMF based on the TA currently serving the UE.
The SMF then configures the I-UPF to route the DNS query message towards the Edge Hosting Environment.
The AF traffic influence request information includes application ID corresponding to FQDN in UPF(ULCL) or DNS server address as traffic descriptor. The SMF configures the I-UPF(ULCL) so when the UE sends DNS query with the target FQDN or target DNS server address, the I-UPF(ULCL) can route the DNS query message towards the Local PSA and the DNS resolver in Edge Hosting Environment. The DNS resolver determines to use the local DNS server or authoritative DNS server to discover the EAS IP address.
NOTE 2: 	The traffic descriptor with application ID corresponding to FQDN requires visibility of DNS in the ULCL and does not support encrypted DNS.
The third aspect is how to resolve the EAS IP address by using DNS mechanism. It is assumed DNS Resolver is deployed in Edge Hosting Environment. The DNS Resolver is used to determine whether the DNS request is handled by local DNS server in the Edge Hosting Environment or by authoritative DNS server outside of the Edge Hosting Environment.
NOTE 3:	In order to support the case when an edge computing hosting environment has no connectivity with the central data network, a local DNS server can be deployed in the edge.
NOTE 4:	The second aspect and third aspect are similar as other solutions such as solution 22 so can be evaluated together with other solutions.
.
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Figure 6.7.2.1-1 SMF selection based on AF influence Request
This procedure is example to illustrate how to select an SMF based on AF influence traffic routing request. After the PDU Session is established the SMF activate the traffic routing towards the Edge Hosting Environment.
1.	The AM-PCF subscribe DataSet "Application Data" and Data Subset "AF traffic influence request information" in the UDR.
2.	The AF traffic influence request information storage in the UDR is created/modified/released by the NEF per AF request. The Application Function can be deployed in the Edge Hosting Environment or in the Central Environment.
3.	The UDR sends the Nudr_DM_Notify to AM-PCF, including the AF traffic influence request information. The AM-PCF stores the AF traffic influence request information locally.
4.	The UE perform registration procedure in the network.
5.	The AMF establishes AM association towards the AM-PCF. If the UE is the targeting of AF request the AM-PCF sends Npcf_AMPolicyControl_Create Response includes the AF traffic influence request information. The AF traffic influence request information contains the S-NSSAI, DNN, the DNAI list requested by AF, etc.
6.	The UE establishes PDU Session with the S-NSSAI and the DNN.
7.	The AMF performs SMF selection for the PDU Session, taking into account the DNAI(s) requested by AF. The NRF provides the candidate SMF profiles for S-NSSAI and the DNN to AMF. The SMF profiles includes the supported DNAI list. The AMF selects an SMF which supports the DNAI(s) requested by the AF. If AF requests a list of DNAI, the AMF may determine which DNAI(s) needs to be taken into account based on the UE location. In case of ETSUN, the AMF selects an I-SMF which supports the DNAI(s) requested by AF.
8.	The AMF continue the PDU Session establishment procedure. For Multiple PDU Session connectivity model the SMF selects the PSA UPF based on the DNAI(s) of interest for this PDU Session.
9.	The SMF activates the traffic routing influence towards the Edge Hosting Environment. For Session Breakout Connection Model the SMF selects I-UPF acting as UL-CL or BP based on the DNAI(s) of interest for this PDU Session. The I-UPF is configured with rules in which the traffic descriptor includes the requested DNS Server address or the requested application ID corresponding to an FQDN. Then the I-UPF(ULCL/BP) can route the DNS query message including the requested FQDN or requested DNS Server address towards the Edge Hosting Environment.
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When the UE sends DNS request, the I-UPF(ULCL) can detect the DNS query message targeting particular FQDN or DNS Server address and route the DNS query request towards Edge Hosting Environment. The DNS Resolver is used to determine whether the DNS request is resolved by local DNS server or should be forwarded to authoritative DNS server. The DNS Resolver is not controlled by SMF. The DNS Resolver can be deployed within the Edge Hosting Environment or outside of the Edge Hosting Environment.


Figure 6.7.2.2-2 DNS request procedure
1.	The UE sends DNS query request message over the user plane path.
2.	The ULCL detects based on PDR the DNS query request message including the requested FQDN or requested DNS Server address and routes the DNS query request message towards the Local PSA.
3.	The Local PSA forwards the DNS query request to the DNS Resolver.
	Based on local configuration the DNS Resolver determines whether the DNS request is resolved by local DNS server or should be forwarded to authoritative DNS server. If local DNS server is used then step 4a and step 4b are performed. If authoritative DNS server is used then step 5a and 5b are performed.
4a. The DNS Resolver forwards the DNS request to local DNS server.
4b. The local DNS server response with address information of the Edge Application Server. The source address of the DNS response is the original DNS server address that has been used by the UE.
NOTE: How to communicate between the DNS Resolver and local DNS server is not specified.
5a. The DNS Resolver adds its local address in an EDNS Client Subnet option and forwards the DNS request together with the EDNS Client Subnet option of RFC 7871 to the authoritative DNS server.
5b.	The authoritative DNS server uses the EDNS Client Subnet option to determine the address information of the Edge Application Server in the Edge Hosting Environment and send the DNS request response.
6.	The DNS Resolver forwards the DNS response to the Local PSA via N6 interface.
7.	The Local PSA forwards the DNS response to ULCL.
8..	The ULCL forwards the DNS response to the UE.
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AM-PCF:
1.	Subscribe the AF traffic influence request modification in UDR.
2.	Receives the AF traffic influence request from the UDR.
3.	Sends the new/updated AF traffic influence request to AMF.
AMF:
1.	Receives the new/updated AF traffic influence request from the AM-PCF.
2.	Select I-SMF or SMF supporting the requested DNAI(s) based on AF traffic influence information received from the AM-PCF.
NRF:
1.	Store the supported DNAI in the service profile of the I-SMF/SMF.

                       ******* end of 1nd change ********
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